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Open e-Government

• Tackle corruption and mismanagement

• Improve transparency and trust

• Advance active citizen involvement

• Offer services of higher quality and value

• Optimize resource management

• Modernize civil administration
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Strengths

• Large number of working IT projects

• Progressive open data policy

– Transparency

– Open by default

• Up to date national strategy

• Heroes
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Weaknesses 1/2

• Gap between digital strategy, action plan, and 
implementation

• Missing high-level architecture

• Absence of common IT system design rules

• Insufficient IT system ownership

• Minimal process reengineering
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Weaknesses 2/2

• Data silos and exclusive ownership

• Cooperation problems

• New systems quickly become outdated

• Expensive systems of mediocre quality

• Development of systems that cannot be maintained
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Opportunities

• Meritocratic hiring of new civil servants

• EU funding

• Use of other countries’ known how; leapfrogging

• High penetration of smartphones

• Startup companies and ecosystem

• Cloud technologies and services
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Threats 1/12

• Legal formalism; lack of legal codification

• Overlapping competencies

• HR management

• Lack of civil service continuity

• Time-consuming, inflexible, and inefficient 
procurement processes

• Access by marginalized groups
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Threats 2/2

• IT infrastructure quickly becomes outdated

• Inefficient rules of engagement between proposers 
and implementors

• Lack of national funds for implementing key projects

• Problematic implementation of the personal data 
protection framework

• Data and infrastructure security and availability risks
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E-Government Impact

• Improved accountability and efficiency

• Reduced fraud and petty corruption

• Neutral regarding marginalized groups

• Exposed weaknesses in civil administration and 
government
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Thank you!

www.dmst.aueb.gr/dds
https://gfoss.eu/

@eellak @CoolSWEng @DSpinellis
dds@aueb.gr
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